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	Resilient Accord

Cyber Security Tabletop Exercise
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	Date:
	Thursday, March 27, 2014                                             (no cost)

	Time:
	8:30 a.m. registration    9:00 a.m. – 4:00 p.m. exercise

	Location:
	OCCHD Auditorium, 2600 NE 63rd Street.

	Objectives
	This exercise is designed to increase organizational awareness of the need for cybersecurity considerations.  We apologize, but the content limits participation to 40 participants, with first consideration being given to agencies who send BOTH their IT representative and COOP representative.  Because there are several more agencies that need to attend this type of exercise, we have included a short train-the-trainer module at the end of the day for those COOP Managers who attend, so they can provide additional tabletop exercises within their agency or for other agencies in your area.  


Registration Form (up to 3 individuals from the same agency can attend, if registrants include the agency leader [or designee], IT and COOP representatives)

	Name:
	Agency:

	Title:
	Email:

	Phone:
	Fax:


	Name:
	Agency:

	Title:
	Email:

	Phone:
	Fax:


	Name:
	Agency:

	Title:
	Email:

	Phone:
	Fax:


	Mail to:

Oklahoma Federal Executive Board

215 Dean A. McGee, Ste 153

Oklahoma City, OK  73102
	Fax to:
405-231-4165
	Email:

Leann.jenkins@gsa.gov
Or

Lisa.Smith-Longman@gsa.gov 
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Topics Covered


National Continuity Policy and Guidance


Understanding the Cyber Risk Landscape and Potential Impact to performance of essential functions / services


Cyber Awareness, Protection, and Continuity Planning Considerations





Objectives of the Workshop





Increase organizational awareness about the importance of cyber security considerations  in continuity planning


Discuss how cyber disruptions may impact the performance of essential functions and identify solutions to address vulnerabilities in existing continuity plans


Establish or enhance relationships �between information technology �professionals and emergency managers or continuity planners





Date of Workshop:  


03/27/2014








Workshop Time:


From 8:30 a.m.-4:00 p.m.








Location:


Oklahoma City County Health Department Auditorium


2600 NE 63rd Street


Oklahoma City








Contact Information:


Oklahoma FEB Office


405-231-4167








Developed by:


FEMA National Continuity Programs �DHS National Cyber Security Division 








Subject Matter Experts:


Federal Bureau of Investigation, Oklahoma City Office





Resilient Accord�Continuity of Operations Cybersecurity Workshop
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